Encryption is required for migration during the export and import process.

|  |
| --- |
|  |

* Beginning with Version 1.5
  1. Encryption use is verified before the migration is permitted to progress,
  2. If the intended data is not encrypted then the migration is halted and the above alert is displayed to the user,
     + At this point all that is required is the user click the checkbox that says “Encrypt captured Data” and then click the Export button again.
     + The continued results above are the migration after correction.
  3. This check is done for both exports and imports…

[*https://docs.microsoft.com/en-us/windows/deployment/usmt/usmt-best-practices*](https://docs.microsoft.com/en-us/windows/deployment/usmt/usmt-best-practices)

**After running the import, you must log off for some settings, such as fonts and general registry settings to take effect.**